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Abstract of the contribution: This contribution proposes an update to Solution #46 to enable discovery of local NEFs, without the need to pre-configured it at the AF. 
[bookmark: _Toc462478989]1 Introduction
According to the current description of solution 46, TS 23.748, clause 6.46.1, the address of the local NEF is configured in local the AF. Depending on specific deployments, more than one L-NEF might be deployed, e.g., an AF may interact with L-NEF from more than one MNO. Since the local NEF is a 3GPP Network Function, it should be possible for an AF to use existing NF discovery procedures, such as NRF-based discovery to find a relevant L-NEF.
3 Proposal
It is proposed to include the following additions and modification to Solution #46 “Local NEF Deployment for network information exposure to Local AF with Low Latency”.

First change
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This solution is for key issue#3,which addresses Network Information Provisioning to Local Applications with low latency including aspects related to:
-	How to expose the network information to the application functions deployed in the edge with low latency?
-	Whether and how to maintain the exposure when the UE moves out of the coverage of NF(s) supporting the exposure?
This solution proposes to deploy Local NEF at the edge of the network and exposes real-time network information e.g. network congestion condition or real-time user path latency, to Local AF. Local AF refers to the applications which are deployed in edge hosting environments.
In R15, there is a mechanism to select the proper local UPF and implement traffic offloading to local DN by using ULCL/BP or LADN. In this solution, the local UPF is enhanced to support real-time network information exposure to local NEF, through a new control-plane interface, i.e.Nx. There are two alternative definitions for the Nx interface.
1)	Nx interface is N4-like interface, which may support the simplified PFCP protocol for association establishment, and information exposure between Local UPF and Local NEF.
2)	Nx interface is SBI interface, which may require the UPF supporting NF event exposure service (the same as other CP NF event exposure services)to report the real-time information to Local NEF.
The selection of local UPF for local NEF: The local AF provides real-time information exposure requirement to local NEF. The address of local NEF is configured in local AF or it might be obtained using NRF-based discovery procedures. This requirement may include real-time network information indication, application description, UE IP address, DNAI(s). When the local NEF accept this requirement, it may find the corresponding SMF through BSF, PCF if any, based on UE IP address. The SMF may find the suitable local UPF based on the DNAIs. Then SMF transfer the corresponding local UPF address or local UPF ID through PCF if any, BSF to local NEF, or directly to local NEF. The detailed is in Figure 6.46.2-1.
When local NEF gets the local UPF ID, the local NEF may request the NRF to get the local UPF address. And then the local NEF may establish PFCP association with the local UPF, or alternatively invoke the UPF event exposure service.
After the establishment of Nx, the local UPF may retrieve the real-time information based on local NEF requirement and expose the information through Nx. The local NEF or local UPF may trigger the release of Nx.
For SBI interface, the local NEF may subscribe the UPF event exposure service and get the real-time information in time. For example if the real-time information is real-time user path latency, the UPF may expose this information after the calculation of PDB.
The exposure maintenance when UE moves out of the local UPF coverage
When UE moves out of the local UPF coverage, there are following cases:
-	For ULCL case, when the local UPF is reallocated but the remote PSA UPF and the SMF keep the same ,the UE IP address is not changed while the DNAI is changed. The old local UPF may trigger the release of Nx association when the SMF trigger the N4 session release. And after the local UPF reallocation, the SMF notifies the local NEF with the new local UPF ID or address, and the local NEF can trigger another Nx establishment with the new local UPF.
-	For Branching Point or LADN case. When the local UPF is reallocated but the SMF keeps the same, the UE IP address is changed. Therefore for the local AF, this is a new user and therefore the local AF may trigger a new real-time information exposure requirement to local NEF and the local NEF triggers another Nx establishment with the new local UPF. For the old local UPF, when the UE moves out of the coverage of old local UPF, the SMF may trigger the N4 release, and at the same time, the old local UPF should trigger the Nx release.
-	When UE moves out of the local UPF coverage, and the SMF also changes. It is obvious that the UE IP address is changed and local AF may trigger a new real-time information exposure requirement to local NEF, and the previous association between old local UPF and local NEF is released.
[bookmark: _Toc43317497][bookmark: _Toc43374969][bookmark: _Toc43375430][bookmark: _Toc43801954][bookmark: _Toc43806220][bookmark: _Toc43806527]6.46.2	Procedures
The selection of local UPF for local NEF is described in Figure 6.46.2-1.




Figure 6.46.2-1: The association establishment between local UPF and local NEF
0a. The local NEF informs the NRF of its NF profile, e.g., NFType and locality
0b. The NRF acknowledges the registration
0c. The AF may use the NRF to find a specific local NEF, e.g., using locality or LADN DNN or DNAI info associated to a relevant AF or EAS.
0d. The NRF provides the relevant local NEF instances (and associated IP Addresses or FQDN) according to the input query parameters and internal policies
1.	Local AF requests targeting an individual UE by a UE address through Local NEF. Local AF may also provide some real-time information requirement indication in the AF request.
2-3.	When the Local NEF gets the AF request, the Local NEF analyses the AF request and determines that the association between local NEF and local UPF is needed to be established, in order to retrieve real-time information from corresponding local UPF.
	Local NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE address) to find out the address of the relevant PCF. This is described in TS 23.502 [3], clause 4.3.6.4.
4.	Local NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the Local AF request, which including that a suitable local UPF ID or address is needed.
5-6.	PCF determines if existing PDU sessions are impacted by the AF request. For each of these PDU sessions, the PCF updates the SMF with corresponding PCC rules by invoking Npcf_SMPolicyControl_UpdateNotify service operation.
	If the AF request includes a notification reporting request for UPF, the PCF includes in the PCC rules the information required for reporting the event, including the Notification Target Address pointing to the NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.
7.	SMF reports the corresponding local UPF ID or address to local NEF through Nsmf_EventExposure_Notify. The corresponding local UPF refers to the PSA UPF of the PDU session corresponding to a LADN or local PSA UPF under UL CL or Branching Point scenario.
8.	Local NEF gets the UPF address by local configuration or sending Nnrf_NFDiscovery_Request to NRF based on local UPF ID, if the UPF is provisioned previously in NRF.
9.	The local NEF trigger the Nx session establishment with local UPF.
10.	If the Nx interface is N4-like interface, the local NEF may send Session Modification Request to retrieve real-time information from local UPF. If the Nx interface is SBI interface, the local NEF invoke Nupf_Event Exposure_Subscribe service operation to subscribe real-time information in UPF.
	Local NEF requests local UPF for network information exposure for per UE's specific PDU session or even service flow, based on UE IP address and/or application flow information (IP tuple 5). Local NEF forwards indication to local UPF for exposing the network information, for example, QoS congestion status notification, QoS profile for service flow, UPF load information, or end to end delay of specific service flow, etc.
	Local NEF may also send other information including the life time of the connection between local NEF and local UPF.
11.	UPF finds the corresponding QoS flow by querying the UE IP address and application flow information, and response local NEF the corresponding information according to the network information exposure indication.
12.	Local UPF replies to the local NEF with the subscribed real-time network information by Nupf_Event Exposure_Notify/Session modification Response.
13.	Local NEF reports the real-time network information to local AF through Nef_EventExposure_Notify.
[bookmark: _Toc43317498][bookmark: _Toc43374970][bookmark: _Toc43375431][bookmark: _Toc43801955][bookmark: _Toc43806221][bookmark: _Toc43806528]6.46.3	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
Local UPF:
-	Establish control plane connection with local NEF, and expose specified real-time network information to local NEF
-	The local UPF is expected to support SBI interface and the UPF_EventExposure Service, which can facilitate the information exposure from local UPF to local NEF.
Local NEF:
-	Establish control plane connection with local UPF, through N4-like interface or SBI interface. 
-	SBI interface with NRF to register, deregister and update L-NEF profile

SMF:
-	Support to report corresponding local PSA UPF ID or address to local NEF. 
Local AF
· Discovers local NEF through NRF

End of changes
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